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ABSTRACT

A Mobile Ad-hoc NETwork (MANET) Is an self reliant series of mobile users that
communicate over exceedingly bandwidth constrained wireless hyperlinks. One of the
primary issues in such networks is performance- in a dynamically changing topology; the
nodes are expected to be strength-aware because of the bandwidth restrained network.
Another trouble in such networks is protection - given that every node participates within
the operation of the community similarly, malicious nodes are difficult to come across.
There are numerous packages of cell ad hoc networks together with catastrophe healing
operations, warfare area communications, etc. To study those problems, a situation based
simulation evaluation of a comfortable routing protocol is performed and is in
comparison with conventional non-cozy routing protocols. The situations used for the
experiments depict essential actual-international packages which includes battlefield and

rescue operations, which generally tend to have contradicting desires. An analysis of the
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tradeoffs between overall performance and safety is finished to advantage an insight into
the applicability of the routing protocols beneath consideration.

Introduction

Over the past few years there has been a growing interest in the research community
for simulation study of performance in MANETSs since there is a lack of necessary
infrastructure for MANETS to be deployed in a realistic scenario. A simulation study
gives us an idea of how a protocol performs when it is practically employed. This
approach is similar to the prototyping model in software engineering realm.
However, the main challenge in the simulation study of MANETSs is the dynamic
nature of the network topology and the physical environment in which the nodes
operate. In order to gain an insight of how a protocol performs when deployed in a
realistic scenario, it is imperative that the simulation capture the exact nature of the
physical environment and the movement of the nodes in the network, which might
not be possible in all cases. For example consider a scenario where a set of nodes
are deployed in a rescue operation. Even though the mobility of the nodes can be
captured with certain realistic mobility models, the node doesn’t capture the exact
physical environment in which the nodes operate, such as uneven terrains,
catastrophic failure of the nodes, etc.

This chapter discusses the simulation study of performance in MANETSs using the
network simulator ns-2 and certain realistic mobility models used to model the
movement of the nodes. It is followed by a step-by-step tutorial for simulation study
of MANET routing protocols using ns-2. A set of experiments conducted to study
the performance of AODV in a battlefield scenario is then explained.

The ns-2 network simulator

Ns-2 is an open source discrete event simulator used by the research community for
research in networking [30]. It has support for both wired and wireless networks and
can simulate several network protocols such as TCP, UDP, multicast routing, etc.
More recently, support has been added for simulation of large satellite and ad hoc

wireless networks. The ns-2 simulation software was developed at the University of
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Berkeley. It is constantly under development by an active community of researchers.
The latest version at the time of writing this thesis is ns-2 2.28.

The standard ns-2 distribution runs on Linux. However, a package for running
ns-2 on Cygwin (Linux Emulation for Windows) is available. In this mode, ns-2 runs
in the Windows environment on top of Cygwin as shown in the figure 4.1. The
simulations performed (discussed in following sections) have been run in this

environment.

ns-2 ver. 2.27
Cvawin 4.3.2
WindowsXP

Figure.4.1: ns-2 over Cygwin

NS-2 provides a split-programming model; the simulation kernel is
implemented using C++, while the Tcl scripting language is used to express the
definition, configuration and the control of the simulation. This split-programming
approach has proven benefits over conventional programming methods. Also, NS-2
can produce a detailed trace file and an animation file for each ad hoc network
simulation that is very convenient for analyzing the routing behavior.
Wireless Support
The Monarch research group at Carnegie-Mellon University developed support for
simulation of multi-hop wireless networks complete with physical, data link, and
medium access control (MAC) layer models on NS-2. It provides tools for generating
data traffic and node mobility scenario patterns for the simulation. Also, four ad hoc
network routing protocols (AODV, DSDV, DSR and TORA) have been
implemented.

In NS-2, the Distributed Coordination Function (DCF) mode of IEEE 802.11
for wireless LANs is used as the MAC layer protocol. The radio model uses
characteristics similar to a commercial radio interface, Lucent’s WaveLAN [30].

WaveLAN is modeled as a shared-media radio with nominal bit rate of 2Mb/s and a
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nominal radio range of 250 meters. The signal propagation model combines both a
free space propagation model and a two-ray ground reflection model.

Other add-on utilities

The standard ns-2 distribution comes with several “add-on” utilities which can be
used to model the motion of the nodes, specify the traffic flow between them or
visualize the network topology and traffic flow as an animation. Some of these
utilities used for the experiments are further described below-

(i) cbrgen.tcl: The ns —package comes with a traffic generator utility which can be
found in the folder ~ns/indep-utils/cmu-scen-gen/ (where ~ns denotes the ns-
directory, for example, /home/administrator/ns-allinone2/ns-2.27/ for the ns-2.27
version) . This utility is used to generate trace files for specifying the type, duration
and the rate of traffic flow in the network. The utility can be invoked by calling the
Tcl script cbrgen.tcl as follows-

$ ns cbrgen.tcl [list of parameters]

List of Parameters:

= Type of traffic: CBR or TCP

= Seed: starting number for random number generator

= Nr: number of node

= Nc: maximum number of connection

= Rate: number of packet per second (bit rate)

The output values can be written to a file using the > directive on the command line.
This file can be used as an input to the Tcl script which is described in a later
section.(ii)setdest utility: The setdest utility developed at CMU is used to generate
node movements according to the Random Waypoint Model [31]. It is available
under ~ns/indep-utils/cmu-scen-gen/setdest directory and consists of setdest{.cc,.h}
and Makefile. The utility can be run with the following arguments-

Jsetdest [-n num_of _nodes] [-p pausetime] [-s maxspeed] [-t simtime] \

[-x maxx] [-y maxy] > [outdir/movement-file]
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The outdir/movement file specifies the output file which can be integrated with the

simulation script as described in the tutorial section.

(iii) Network Animator (nam): The network animator (nam) is a graphical tool
used to visualize the simulation results graphically and trace the packet flow in a
network as shown below -

245 nam: out.nam

File Views Analysis | out.nam | |
ﬂl ll LI Ll &” 3681421 Stemz.n_nlm:

©
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Figure 4.2: Screenshot of Nam window

Advantages and Disadvantages of ns-2

The main advantage of the ns-2 simulator is that it is an open-source software and
hence freely available. Further, it is also easily extensible; any addition or
modification to existing routing protocols is relatively easy. However, the flip side is

the complexity of coding — An understanding of two languages, C++ and Tcl is
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needed to develop any new protocols due to the split-programming approach.

Besides, the user interface is also not attractive and the learning curve is steep.

Mobility Modeling

In order to simulate the movement of nodes in an ad hoc network, several mobility
models have been proposed [31]. It is quite important that the mobility model chosen
represent the movement of the nodes exactly since the mobility of the nodes impacts
their performance. The mobility models can be classified into two categories based
on the temporal and spatial dependency between the nodes in the network — entity
mobility models and group mobility models. The following sections describes these

mobility models in detail —

Entity mobility models
The entity mobility models represent the movement of nodes where each node’s
movement is independent of other node’s movement. Many such mobility models
have been proposed. This section discusses a few of them used for research.
I. Random Waypoint Mobility Model :
As the name suggests, the random waypoint mobility model represents the random
motion of nodes in a terrain. The movement pattern of a node in this model is as
follows — first, the node stays in a location for certain period of time called the
pause time. Once this time expires, it chooses a random destination in the simulation
area and a velocity that is uniformly distributed between [minspeed, maxspeed]. The
mobile node then travels towards the newly chosen destination with a uniform speed.
After reaching the destination, it is again static for the duration of pause time and
continues the process. The RWM has been extensively used in modeling the
movement of nodes for the study of protocol performance [5] [10] [11] [16].

The RWM has found to be insufficient to capture the realistic movement of nodes.
Further, it also fails to converge when the pause time increases and the average

speed of the nodes decreases over time [31]. One of the solutions proposed for this
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problem is to set a non-zero minimum speed for the nodes. Another solution is to
“cut off” some initial part of the simulation so that the nodes” movements stabilize.
Group mobility models

The entity mobility models depict independent motion of the nodes in a MANET.
However, there are scenarios in which the nodes form clusters, and the movement of
the nodes within the clusters is dependent on the movement of other nodes. For
example consider the battlefield scenario where groups of soldiers are deployed in a
battlefield. In this case every soldier’s movement in the group is dependent upon the
troop leader. The group mobility models capture such movements of nodes. In this
section, one of the group mobility models- the Reference Point Group Mobility
(RPGM) model is explained.

I. The Reference Point Group Mobility (RPGM) Model

The RPGM model represents the random motion of a group of nodes as well as the
motion of the individual nodes within the group. An individual node in a group
moves randomly depending upon the direction and velocity of its “logical center”,
which is updated at predefined time intervals. The logical center of a group is used
to calculate a group motion vector, which completely characterizes the movement of
the nodes within its group. Further, each node also selects is direction and velocity
according to a random motion vector and a fixed reference point. The random
motion of both the logical center and the individual nodes are calculated using the
Random Waypoint Model.

The RPGM model can be used to depict several scenarios of deployment such as
movement of soldiers in a battlefield, avalanche rescue, etc.

Scenario-based Experiments for Performance Evaluation ofMANET Routing
Protocols

In order to analyze the performance of routing protocols in MANETSs in the real
world, a scenario based simulation analysis is needed since there is a lack of
necessary infrastructure for their deployment. Most of the earlier work done in this
area [5] [10] [11] have assumed the Random Waypoint model, which fails to capture

the realistic movement of the nodes. In this section, we describe a set of experiments
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conducted to analyze the performance of the AODV routing protocol in a battlefield
scenario. Initially an explanation of the experimental metrics and the setup is
described, followed by the scenarios used for our simulations. The results give an
idea of how the protocol behaves in the given scenario and helps identify the metrics
for optimal performance of the protocol.

Performance evaluation of AODV in a battlefield scenario

As explained in section 2.4.2, the AODV routing protocol uses a combination of
table-driven and reactive methods to achieve optimal performance. It has been found
previously, that AODV achieves a higher packet delivery fraction and lower latency
than the table-driven protocols. Further, it also adapts well to node mobility and link
changes. In following sections we describe the experiments carried out to analyze the
performance of AODV in a battlefield scenario. It is found that AODV achieves high
packet delivery fraction, low end to end delay and normalized routing loads in
medium size networks with lower mobility of nodes.

Experimental Setup and Metrics

The ns-2 simulator was used for the experiments. We now describe the traffic
pattern, the scenario description and the metrics that were used for the experiments.
(i) The traffic pattern

The traffic pattern file was generated using the “cbrgen.tcl” script (explained in
section 4.2.2). The parameters used were as follows —

Type of traffic Constant Bit Rate
Packet Size 512 bytes

Packet Rate 4 pkts/sec
Maximum number of 20

connections

Table 4.1: Traffic pattern
(if) Scenario description
The scenario was generated using the BonnMotion software. BonnMotion is a Java-

based software which creates and analyses mobility scenarios. It generates the
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movements of nodes in an ad hoc network as a trace file which can be imported into
ns-2 (explained in the tutorial provided in appendix-B). It has support for several
mobility models such as the RPGM, Random Waypoint model, Gauss Markov
mobility model, etc. The following metrics were used to depict a battlefield scenario.

Dimensions 2000*2000

Mobility Model Reference  Point Group  Mobility
Model (RPGM)

No. of nodes 50

Min. speed 1 m/s

Max. speed 5 m/s

Average number of nodes | 10

in a group

Probability  of  group | 0.01

change
Pause time 60 sec
Table 4.2: Parameters for the battlefield scenario
(iii) Metrics:

The following metrics were used for performance evaluation-

a. Packet Delivery Fraction (PDF): This is the ratio of total number of packets
successfully received by the destination nodes to the number of packets sent by
the source nodes throughout the simulation.

numberOf Re ceivedPack ets
numberOfSe ntPackets

PDF =

This estimate gives us an idea of how successful the protocol is in delivering packets
to the application layer. A high value of PDF indicates that most of the packets are
being delivered to the higher layers and is a good indicator of the protocol

performance.
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b. Normalized Routing Load (NRL): This is calculated as the ratio between the no. of
routing packets transmitted to the number of packets actually received (thus
accounting for any dropped packets).

numberOfRo utingPacke tsSent
numberOfDa taPackets Re ceived

NRL =

This metric gives an estimate of how efficient a routing protocol is since the number
of routing packets sent per data packet gives an idea of how well the protocol
maintains the routing information updated. Higher the NRL, higher the overhead of

routing packets and consequently lower the efficiency of the protocol.
c. Average end to end delay (AED) : This is defined as the average delay in

transmission of a packet between two nodes and is calculated as follows-

Z (timePacket Re ceived; —timePacket Sent;)
AED = =2

totalNumbe rOfPackets Re ceived
A higher value of end-to-end delay means that the network is congested and hence
the routing protocol doesn’t perform well. The upper bound on the values of end-to-
end delay is determined by the application. For example multimedia traffic such as
audio and video cannot tolerate very high values of end-to-end delay when compared
to FTP traffic.

(iv) Research methodology

Three parameters in the battlefield scenario were varied - pause time, the total
number of nodes and average number of nodes in a group and their impact on the
three metrics described above were studied. The results are discussed in the next
section.

Results

i. Effect of varying the number of nodes

The number of nodes was varied from 50 to 100 and the effect on PDF, NRL and
AED was studied. The results can be found in table 4.3 and figures 4.3, 4.4 and 4.5.
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No. Of Packet Delivery Average End- Normalized
Nodes Fraction (%) end delay (sec) Routing Load
50 99.91438 0.006738278 0.2570694
60 100 0.006566893 0.3088803
70 100 0.013576984 0.42168674
80 99.95756 0.032688957 0.47558385
90 99.95761 0.010179137 0.49618322
100 99.872444 0.010737591 0.553427

It is found that the packet delivery fraction decreases as the number of nodes in the
network increases. This is due to the fact that as number of nodes increases, the
congestion in the network also increases and hence the number of lost packets due to
retransmission also increases. Further, since AODV uses a table driven approach, the
processing delay at the nodes also increases with an increase in the size of the
network thereby accounting for the higher end-to-end delay. The normalized routing

load increases with an increase in number of nodes due to an increase in the routing

Table 4.3: Effect of varying the number of nodes

packets in the network.

PDF

No. of Nodes Vs PDF

100.05

100 Q
99.95 * %
¢
99.9
*
99.85
99.8 T T T
50 60 80 90 100
No. Of Nodes
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Figure 4.3: Effect of varying the number of nodes on the pause time
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Figure 4.4: Effect of varying the number of nodes on the Average end-end delay
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Figure 4.5: Effect of varying the number of nodes on the Normalized Routing Load
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The blue circles in figures 4.3, 4.4 and 4.5 represent the “optimal points” which
corresponds to the highest PDF, lowest end-to-end delay and the lowest normalized
routing load. It is found that for 60 nodes we achieve this optimal point.

ii. Effect of varying the pause time

The effect of varying the pause time on the three metrics are shown in table 4.4 and
the corresponding graphs are shown in figures 4.6, 4.7 and 4.8. It can be inferred
that as pause time varies, the packet delivery fraction also increases. This is due to
the fact that as pause time increases, the relative mobility of the nodes decreases,

and hence the congestion also decreases in the network.

Pause Packet Delivery Average End-to- Normalized
Time (sec) Fraction (%) end delay (sec) routing load
10 99.87218 0.006634372 0.25597268

20 99.957466 0.006683255 0.25531915

30 99.91536 0.006524965 0.25412962

40 100 0.010312819 0.27754056

50 100 0.010314601 0.2742616

60 99.91438 0.006738278 0.2570694

Table 4.4: Effect of varying the pause time

The end-to-end delay also decreases as the pause time is increased. This can be
explained as follows — as the pause time increases, the network topology is relatively
stable and hence the number of stale routes in the routing tables decreases. Thus
route discovery and maintenance take less time. This also reduces the number of

routing packets in the network, thereby decreasing the NRL.
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Pause Time Vs PDF
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Figure 4.6: Effect of varying the pause time on PDF
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Figure 4.7: Effect of varying the pause time on average end to end delay
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Pause Time Vs Normalized Routing load
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Figure 4.8: Effect of varying the pause time on NRL

From figures 4.6, 4.7 and 4.8 it can be inferred that for a pause time of 20 sec

(represented by a blue circle), we obtain optimal values for the three metrics.

iii. Effect of varying the average number of nodes

The effect of varying the average number of nodes on the three metrics is shown in

table 4.5.

Avg. No of Packet Delivery Average end- Normalized
Nodes Fraction (%o) end delay (sec) routing load

5 100 0.011443271 0.27754056

6 99.95726 0.015179819 0.2992732

7 99.91536 0.006548823 0.25477707

8 100 0.006707324 0.25575447

9 99.87288 0.018596672 0.3182011

10 99.91438 0.006738278 0.2570694
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Table 4.5: Effect of varying the average number of nodes

The graphs for the three metrics are shown in figures 4.7.4.8 and 4.9.

Average no. of nodes Vs PDF

100.05
" .\.\
99.95

99.9

L
[

Packet Delivery Fraction

99.85

99.8

5 6 7 8 9 10

Average no. of nodes in agroup

Figure 4.9: Effect of varying the average number of nodes on the PDF

From figure 4.9 it can be inferred that the PDF decreases as the average number of
nodes in a group is decreased. This is due to the face that as the average number of
nodes increases, the density increases, thereby causing more congestion in the
network. Since AODV uses HELLO messages for neighbor detection, as the node
density increases, the number of such packets also increases, thereby decreasing the
PDF.

The effect of increasing the average number of nodes on the average end-to-end
delay is shown in figure 4.10. It is found that the delay decreases the density
increases, thereby indicating that AODV scales well to the network density. Further
by not using source routing, it achieves lower latency due to a lesser packet

overhead.
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Figure 4.10: Effect of varying the average number of nodes on the AED
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Figure 4.11: Effect of varying the average number of nodes on the NRL
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Figure 4.10 shows the effect of varying the average number of nodes in a group on
the routing load. In general, AODV has less routing overhead achieving a peak load
of about 0.32 when the average number of nodes in a group is 9 (represented by
blue circles in the graphs). From the graphs, it can be inferred that the optimal point
corresponds to 8 nodes per group.

Conclusion

For the battlefield scenario, AODV has found to perform well for lower pause times
(20 sec), higher density of nodes (9 per group) and smaller networks. As the network
size increases, the performance drops due to a table-driven approach. However, since
it does not use source routing, it has a much lower end to end delay for In order to
analyze the performance of routing protocols in practice, such a scenario-based
approach is vital. It also helps identify the suitable routing protocol for an optimal
network size, the mobility of the nodes, the network density and a given traffic
pattern. A more comprehensive study of other routing protocols such as DSR,
TORA, DSDV, etc. is needed to choose the right protocol for a given scenario. This
chapter discusses about the simulation-based approach to performance study of
routing in MANETSs. It gives an introduction to the ns-2 simulator and describes
some useful utilities for ad hoc networking research. Some of the pros and cons of
the ns-2 simulator are then described.

The chapter also discusses some mobility models used for simulating the
movement of nodes in an ad hoc network. Several other mobility models are being
developed which try to mimic the environment in which the nodes are deployed.
Such models are very useful in gaining a deeper understanding of the performance of
routing protocols in realistic deployments.

The rest of the chapter describes a set of scenario-based experiments carried
out to analyze the performance of AODV protocol in a battlefield scenario. The

experiments give an insight into the working of the protocol in such an environment.
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